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**Цель:** создать программу, которая реализует учебный вариант схем ЭЦП, используя алгоритмы с открытыми ключами.

**Ход работы:**

**Вариант 3** (Цифровая подпись Шнора)

**Задание:**

#include "ShnorDigitalSignature.h"

ShnorDigitalSignature::ShnorDigitalSignature() {

do p = randomInRange(160, 256);

while (!isPrime(p));

do q = randomInRange(3, p - 1);

while (!isPrime(q) || (p - 1) % q != 0);

do a = randomInRange(1, p - 1);

while (modExp(a, q, p) != 1);

s = randomInRange(1, q);

v = modInverse(modExp(a, s, q), q);

std::cout << "p: " << p << "\n";

std::cout << "q: " << q << "\n";

std::cout << "a: " << a << "\n";

std::cout << "s: " << s << "\n";

std::cout << "v: " << v << "\n";

}

std::pair <unsigned long long, unsigned long long> ShnorDigitalSignature::sign(const std::string& message) {

unsigned long long r = randomInRange(1, q);

unsigned long long X = modExp(a, r, p);

unsigned long long e = hashFunction(X, message);

unsigned long long y = (r + s \* e) % q;

std::cout << "Signing: r = " << r << ", X = " << X << ", e = " << e << ", y = " << y << std::endl;

return { e, y };

}

bool ShnorDigitalSignature::verify(std::pair<unsigned long long, unsigned long long> signature, const std::string& message) {

long long exp = signature.second - s \* signature.first;

long long X\_prime = modExp(a, exp, p);

long long e\_prime = hashFunction(X\_prime, message);

std::cout << "Verifying: X' = " << X\_prime << ", e' = " << e\_prime << std::endl;

return signature.first == e\_prime;

}

unsigned long long ShnorDigitalSignature::hashFunction(int r, const std::string& message) {

std::hash<std::string> hasher;

return hasher(std::to\_string(r) + message) % q;

}

**Вывод:** создал программу, которая реализует алгоритм криптографической системы Шнора.